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FRASER PUBLIC SCHOOLS 

Bring Your Own Technology (BYOT) Policy 
 

Introduction: The availability of wireless Internet access in all Fraser Public Schools is now allowing 

students to bring their own technology to school. Students are now able to use their personal 

wireless devices to complete their school work. In order to access the District network, students 

will need to comply with the District Acceptable Use Policy (AUP) and the BYOT Policy. Please be 

aware that Bring Your Own Technology is considered a privilege, and is solely at the discretion of 

the Fraser Public School staff. 
 

Technology: For purposes of the BYOT policy, technology means a privately owned wireless 

electronic device.  
 

Internet: Only the District Internet connection may be accessed while on school property.   
 

Security and Damages: The individual owner is responsible for the security and safety of the 

device.  Fraser Public Schools and its employees are not liable for any device brought to the school 

district.  Individuals are encouraged to utilize security methods for their own devices.  The District 

will not investigate theft or damage to a personal device.   

 

BRING YOUR OWN TECHNOLOGY 

In addition to the District AUP, the following BYOT terms must be adhered to before an individual 

may bring their own technology to school: 

 Must be in silent mode while on school campuses and on school buses. 

 May not be used to violate the Academic Integrity Policy. 

 May not be used to record, transmit or post photographic images or video of a person or 

persons on school property without prior approval from a staff member.  

 Transmission of a bullying nature will not be tolerated.  

 May not be used to send any inappropriate messages that violate Federal, State, and Local 

Laws along with any School Board policy. 

 School’s network filters must be applied and cannot be bypassed. 

 Infecting any Fraser Public School property with a virus or program that damages, alters, 

destroys or provide access to unauthorized data/information is a violation of School Board 

policy. This includes hacking or bypassing network security policies. 

 The school district has the right to collect and examine any device. 

 Games are not permitted without teacher permission. 

 Printing to school printers is not available at this time. Printing can be done using webmail or 

SkyDrive from a District computer. 

 Device must be charged prior to coming to school. 

 Using the device at unauthorized times may result in the loss of privileges. 


