
PERSONNEL 
5335 

(also 3275) 
Page 1 of 2 

 
Bonneville Joint School District No. 93  

 

WIRELESS INTERNET ACCESS 
 
The Bonneville Joint School District No. 93 Board of Trustees supports wireless internet 
access as a means of providing additional opportunities for research, collaboration, and 
communication that is directly related to school assignments and projects. The 
Superintendent/designee is directed to develop and implement procedures that, to the 
extent possible, protect students from access to inappropriate materials over the 
wireless connection and that support the acquisition of skills to analyze and evaluate 
resources.  
 
Guidelines 
 
Technical Support 
 
The District Technology Department will not provide technical support for hardware or 
software on personal wireless devices. 
 
Limitation of Liability 
 
1. Bonneville Joint School District No. 93 makes no guarantee that the functions or the 

services provided by the wireless network system will be without defect.  
 
2. The District will not be responsible for any damages suffered, including but not 

limited to: 
 

a. loss of data,  
b. interruptions of service,  
c. accuracy or quality of information obtained through or stored on the system, or  
d. any financial obligations arising through the unauthorized use of the system. 

 
Violations  
 
1. Violation of the provisions of this policy shall result in disciplinary action, including 

but not limited to: 
 
a. confiscation of the device by an administrator or staff member, 
b. loss of the privilege of bringing the device onto school property, 
c. required restitution for any damage to the network caused by hacking, 
d. detention, 
e. suspension, 
f. expulsion, or 
g. termination from employment.  

 
2. Where appropriate, law enforcement authorities may be contacted. 
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Bonneville Joint School District No. 93  

Wireless Inter net Access 

DEFINITION 
 

Wireless Devices any piece of equipment that is able to connect to the internet through 
the District’s wireless network (cell phones, laptops, smart-phones, PDAs, etc.). 
 
 
Adopted: 10-14-2009 Reviewed: 03-11-2020 Revised:  
      
 

Cross Reference: Digital Citizenship and Safety Education #2175 
Student Owned Electronic Communication Devices #3265 
Computer Use Agreement #3270 and #5330 
Signature Page #3270F and #5330F 
Searches and Seizure #3370 
Employee Use of Electronic Communications Devices #5350 

 
Legal Reference: 20 U.S.C. §9134(f) State Plans-Internet Safety 
 20 U.S.C. §7131 Internet Safety 
 Idaho Code §18-1514(6) Children and Vulnerable Adults-Obscene Materials-

Definitions – “Harmful to Minors” defined 
 Idaho Code §33-132 Local School Boards-Internet Use Policy Required 

 


